Anti-Money Laundering (AML) & Know Your Customer (KYC)

Policy Compliance and Supervisory Procedures



It  is  the  policy  of  the  Company  to  prohibit  and  actively  prevent  money  laundering  and  any activity  that 
facilitates  money  laundering  or  the  funding  of  terrorist  or  criminal  activities.  Money laundering  is  generally
defined  as  engaging  in  acts  designed  to  conceal  or  disguise  the  true origins  of  criminally  derived  proceeds 
so  that  the  unlawful  proceeds  appear  to  have  derived from  legitimate  origins  or  constitute  legitimate  assets.  Generally, money laundering occurs in three stages.  Cash first enters  the  financial  system  at  the  "placement" 
stage,  where  the  cash generated  from  criminal  activities  is  converted  into  monetary  instruments,  such  as
money orders  or  traveler's  checks,  or  deposited  into  accounts  at  financial  institutions.  At  the  "layering" stage,
the  funds  are  transferred  or  moved  into  other  accounts  or  other  financial  institutions  to further  separate  the
money  from  its  criminal  origin.  At  the  "integration"  stage,  the  funds  are reintroduced  into  the  economy  and
used  to  purchase  legitimate  assets  or  to  fund  other  criminal activities  or  legitimate  businesses.  Terrorist
financing  may  not  involve  the  proceeds  of  criminal conduct,  but  rather  an  attempt  to  conceal  the  origin  or 
intended  use  of  the  funds,  which  will  be used  later  for  criminal  purposes.  All  employees  of  Zahid Latif Khan Securities (Pvt) Ltd  are  required  to receive  a  copy  of  the  Company's  AML  policy  and  are  required  to  follow  such  policy and procedures.  If  an  employee  is  caught  violating  any  portion  of  the  Company's  AML  policies  and procedures,
a  meeting  with  the  AML  Compliance  Officer  will  occur,  with  the  employee  given written  warning  of  such
violation.  If  the  employee  violates  the  AML  policies  and  procedures  for the  second  time,  immediate  termination
will  occur. 
AML Compliance  Officer  Designation  and  Duties 

The  Company  designates  an  employee  as  its  Anti-Money  Laundering  Program  Compliance 
Officer,  with  full  responsibility  for  the  Company's  AML  program.  The  duties  of  the  AML 
Compliance  Officer  will  include  monitoring  the  Company's  AML  compliance,  overseeing 
communication  and  training  for  employees.  The  AML  Compliance  Officer  will  also  ensure  that proper  AML  records  are  kept. 
Giving AML Information to Law Enforcement Agencies 
	and Other Financial Institutions 
We  will  respond  to  Law  Agencies  and  Other  Financial  Institutions  request  about  accounts  or transactions  by  reporting  the  identity  of  the  specified  individual  or  organization,  the  account number,  all  identifying  information  provided  by  the  account  holder  when  an  account  was established,  and  the  date  and  type  of  transaction. 
We  will  share  information  about  those  suspected  of  terrorism  and  money  laundering  with  other financial  institutions  for  the  purposes  of  identifying  and  reporting  activities  that  may  involve terrorist  acts  or  money  laundering  activities.
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We  will,  at  a  minimum:  verify,  to  the  extent  reasonable  and  practicable,  the  identity  of  any client  seeking  to  open  an  account;  maintain  records  of  information  used  to  verify  a  client's identity  and  check  that  a  client  does  not  appear  on  government  terrorist  lists.  The  kinds  of information  that  we  will  collect  before  opening  different  types  of  accounts  are  listed  below. 
We  will  collect  the  following  information  for  all  accounts,  if  applicable,  for  any  person,  entity  or organization  who  is  opening  a  new  account  and  whose  name  is  on  the  account:  the  name  and mailing  and  residential  (or  principal  place  of  business)  street  address  of  the  client;  the  client's date  of  birth;  an  alien  identification  card  number  and  country  of  issuance  of  any  other government-issued  document  evidencing  nationality  or  residence  and  bearing  a  photograph  or other  biometric  safeguard.  If  it's  a  foreign  business,  we  will  require  a  government  issued identification  numbers  or  other  government  issued  documentation  certifying  the  existence  of the  business  or  enterprise. 
High  Risk  and  Non-Cooperative  Jurisdictions  —  We  will  especially  scrutinize  accounts  that  are located  in  problematic  countries.  We  will  check  the  lists  (Exhibit  1) 
The  FATF'  International  Cooperation  Review  Group  prepares  a  list  of  non-cooperative  countries and  territories.  This  list  will  be  also  be  consulted.  FATF's  primary  role  is  to  set  global  AML standards  and  ensure  the  effective  implementation  of  these  standards  in  all  jurisdictions. Enhanced  global  compliance  with  the  standards  reduces  money  laundering  risks  to  the international  financial  system,  and  increases  transparency  and  effective  international cooperation.  In  addition  to  the  FATF's  evaluation  programs  and  follow-  up  processes,  the  FATF uses  additional  mechanisms  to   identify  and  to  respond  to  jurisdictions  with  strategic  deficiencies in  their  AML  regimes  that  pose  a  risk  to  the  international  financial  system  and  impede  efforts  to combat  money  laundering  and  terrorist  financing. 

Customers  Who  Refuse  To  Provide  Information 
If  a  potential  or  existing  client  either  refuses  to  provide  the  information  described  above  when requested,  or  appears  to  have  intentionally  provided  misleading  information,  our  Company  will not  open  a  new  account  and,  after  considering  the  risks  involved,  consider  closing  any  existing account.  The  Company  will  also  refuse  any  account  which  is  determined  to  be  "high  risk"  by  the compliance  officer. 
Whether  or  not  to  accept  an  account  from  a  high-risk  business  is  determined  on  a  case-by-case basis  after  taking  into  account  all  the   facts  and  circumstances  of  each  case.  For  example,  Zahid Latif Khan Securities (Pvt) Ltd  will  evaluate  such  criteria  such  as  the  size  of  the  account  being  opened,  and ATI's  familiarity  with  the  client.  If  a  high-risk  business  account  is  opened,  it  will  be  monitored closely  on  an  on-going  basis  to  determine  if  any  unusual  cash  movement  or  trading  activity  is occurring. 
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                                                                    Verifying  Information

Based  on  the  risk,  and  to  the  extent  reasonable  and  practicable,  we  will  ensure  that  we  have  a reasonable  belief  that  we  know  the  true  identity  of  our  clients  by  using  risk-based  procedures  to verify  and  document  the  accuracy  of  the  information  we  get  about  our  clients.  In  verifying  client identity,  we  will  analyze  any  logical  inconsistencies  in  the  information  we  obtain. 
We  will  verify  client  identity  through  documentary  evidence,  non-documentary  evidence,  or both.  We  will  use  documents  to  verify  customer  identity  when  appropriate  documents  are available.  In  light  of  the  increased  instances  of  identity  fraud,  we  will  supplement  the  use  of documentary  evidence  by  using  the  non-documentary  means  described  below  whenever possible.  We  may  also  use  such  non-  documentary  means,  after  using  documentary  evidence,  if we  are  still  uncertain  about  whether  we  know  the  true  identity  of  the  customer.  We  will  provide notice  to  the  customer  that   we  are  requesting  additional  information  to  verify  the  customer's identity.  We  will  not  open  a  client  account  if  we  cannot  form  a  reasonable  belief  of  the  client's true  identity.  If  the  client's  identity  cannot  be  proven,  a  SAR  will  be  filed  if  warranted  by  the compliance  officer. 
Appropriate  documents  for  verifying  the  identity  of  natural  persons  include  the  following:  An 
unexpired  driver's  license,  passport,  or  other  government  identification  showing  nationality, 
residence,  and  photograph  or  other  biometric  safeguard,  an  unexpired  alien  registration  card  or other  government  issued  identification  showing  nationality,  residence  and  photograph  or  other biometric  safeguard. 
Supervisory  Procedures  for  Opening  Accounts 
Our  new  account  opening  procedure  is  modified  to  collect  and  use  information  on  the  account holder's  wealth,  net  worth,  and  sources  of  income  to  detect  and  deter  possible  money laundering  and  terrorist  financing.  The  review  of  AML  Compliance  Officer  will  be  documented and  noted.  This  review  will  include  why  any  account  is  opened  absent  any  required  information. 


Monitoring  Accounts  For  Suspicious  Activity 
We  will  manually  monitor  a  sufficient  amount  of  account  activity  to  permit  identification  of patterns  of  unusual  size,  volume,  pattern  or  type  of  transactions,  geographic  factors  such  as whether  jurisdictions  designated  as  "non  cooperative"  are  involved,  or  any  of  the  "red  flags" identified  below.  We  will  look  at  transactions,  including  deposits  and  wire  transfers,  in  the context  of  other  account  activity  to  determine  if  a  transaction  lacks  financial  sense  or  is suspicious  because  it  is  an  unusual  transaction  for  that  customer.  The  AML  Compliance  Officer or  his  or  her  designee  will  be  responsible  for  this  monitoring,  will  document  when  and  how  it  is carried  out,  and  will  report  suspicious  activities  to  the  appropriate  authorities. 
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Red  flags  that  signal  possible  money  laundering  or  terrorist  financing  include,  but  are  not  limited to: 

• 	The  client  exhibits  unusual  concern  about  the  Company's  compliance  with  government 
reporting  requirements  and  the  Company's  AML  policies,  particularly  on  his  or  her 
identity,  type  of  business  and  assets,  or  is  reluctant,  or  refuses  to  reveal  any  information concerning  business  activities,  or  furnishes  unusual  or  suspect  identification  or  business documents. 
• 	The  client  wishes  to  engage  in  transactions  that  lack  business  sense  or  apparent 
investment  strategy,  or  are  inconsistent  with  the  client's  stated  business  or  
investment strategy. 
• 	The  information  provided  by  the  client  that  identifies  a  legitimate  source  for  funds  is 
false,  misleading,  or  substantially  incorrect. 
• 	Upon  request,  the  client  refuses  to  identify  or  fails  to  indicate  any  legitimate  source  for 
his  or  her  funds  and  other  assets. 
•	The  client  (or  a  person  publicly  associated  with  the  client)  has  a  questionable
background,  or  is  the  subject  of  news  reports  indicating  possible  criminal,  civil,   or
regulatory  violations.
•	The  client  exhibits  a  lack  of  concern  regarding  risks  of  the  investment.
•	The  client  appears  to  be  acting  as  an  agent  for  an  undisclosed  principal,  but  declines,  or
is  reluctant,  without  legitimate  commercial  reasons,  to  provide  information  or  is otherwise  
evasive  regarding  that  person  or  entity.  The  client  has  difficulty  describing  the nature  of  his  
or  her  business  or  lacks  general  knowledge  of  his  or  her  industry. 

• 	The  client  attempts  to  make  frequent  or  large  deposits  of  currency,  or  asks  for exemptions  
	from  the  Company's  policies  relating  to  the  deposit  of  cash  and  cash equivalents. 
•	For  no  apparent  reason,  the  client  has  multiple  accounts  under  a  single  name  or multiple
	names,  with  a  large  number  of  inter-account  or  third  party  transfers.
•	The  client  is  from,  or  has  accounts  in,  a  country  identified  as  a  non-cooperative  country.
•	The  client's  account  shows  numerous  currency  or  cashier's  check  transactions aggregating
	to  significant  sums. 

• 	The  client's  account  has  wire  transfers  that  have  no  apparent  business  purpose  to  or 
from  a  country  identified  as  money  laundering  risk  or  a  bank  secrecy  haven. 
• 	The  client's  account  indicates  large  or  frequent  wire  transfers,  immediately  withdrawn 
by  check  or  debit  card  without  any  apparent  business  purpose. 
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wired  or  transferred  to  a  third  party,  or  to  another  Company,  without  any  apparent business  purpose. 
• 	The  client  makes  a  funds  deposit  for  purchasing  a  long-term  investment  followed  shortly 
thereafter  by  a  request  to  liquidate  the  position  and  transfer  of  the  proceeds  out  of  the account. 
• 	The  client  engages  in  excessive  journal  entries  between  unrelated  accounts  without  any 
apparent  business  purpose. 
• 	The  client  requests  that  a  transaction  be  processed  to  avoid  the  Company's  normal documentation    requirements. 
• 	The  client  maintains  multiple  accounts,  or  maintains  accounts  in  the  names  of  family members
	or  corporate  entities,  for  no  apparent  purpose. 
• 	The  client's  account  has  inflows  of  funds  or  other  assets  well  beyond  the  known  income or
	resources  of  the  customer. 
• 	Responding  to  Red  Flags  and  Suspicious  Activity 

When  a  member  of  the  Company  detects  any  red  flag  he  or  she  will  investigate  further  under the  direction  of  the  AML 
Compliance  Officer.  This  may  include  gathering  additional  information  internally  or  from  third party  sources,  contacting  the  government,  freezing  the  account. 
Program  to  Test  AML  Program 
The  Company  will  hire  an  independent,  qualified  party  to  provide  an  annual  independent  audit of  our  AML  policies  and  procedures,  and  the  compliance  with  said  procedures.  The  Company will  perform  written  follow-up  to  insure  that  any  deficiencies  noted  during  its  annual  review  are addressed  and  corrected. 
The  Company  will  confirm  with  its  AML  audit  firm  that  their  audit  program  includes  the following: 

1.  Audit  objectives  and  scope  of  the  exam; 

2.   Any  recommendations  on  improving  the  AML  program; 
3.  A  discussion  of  any  noted  deficiencies  and  an  action  plan  to  be  implemented  by  management to  address  these  deficiencies;  and 

4.  An  overall  opinion  of  the  adequacy  of  the  Company's  AML  program 
A  report  of  the  independent  review  shall  be  addressed  to  senior  management  with  a  copy  being maintained  by  the  Company's  AML  Compliance  Officer. 
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The  Company's  compliance  officer  will  conduct  a  background  check,  including  a  check  of  any criminal  records,  on  all  new  employees  hired  by  the  firm.  Any  suspicious  or  questionable background  information  will  be  discussed  with  the  Company's  managing  director  prior  to making  any  final  employment  decision. 
If  employees  have  trading  accounts,  we  will  subject  employee  accounts  to  the  same  AML procedures  as  client  accounts,  under  the  supervision  of  the  AML  Compliance  Officer 
Confidential  Reporting  of  AML  Non-Compliance 
Employees  will  report  any  violations  of  the  Company's  AML  compliance  program  to  the  AML Compliance  Officer,  unless  the  violations  implicate  the  Compliance  Officer,  in  which  case  the employee  shall  report  to  other  firm  principals.  Such  reports  will  be  confidential,  and  the 
employee  will  suffer  no  retaliation  for  making  them. 










              ___________________
          ZAHID LATIF KHAN
          (CEO/Chairman)
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Areas  of  Coverage 

Following  key  Areas  has  been  covered: 

a.  Customer  Identification 

b.  Risk  assessment  of  customer

c. Requirements under Clause 5(a) and 14(7) of AML Regulations 
   d. New Products, Practice and Technologies
  e Customer Due Diligence
f.  Circumstances  where  Enhanced  Due  Diligence  is  required 

g.  On-going  due  Diligence 

h.  Circumstances  where  simplified  Due  Diligence  can  be  adopted 

i.  Compliance  function 

j.  Data  retention 

k.  Training  and  employee  screening 

l.    Currency Transaction Reporting (CTR) 

m.	  Type  of  customers 

a. Customer  Identification 

•  Customer  identification  is  very  important  that  will  protect  our  company  from  being  used  by 
unscrupulous  and/or  criminal  elements.  In  this  respect  minimum  documents/information  as  prescribed 
	by  SECP  must  be  obtained  from  customers  at  the  time  of  opening  of  accounts.  Further, any additional Id 
document/information  may  be  obtained  on  case  to  case  basis  where  considered  necessary.  The key 
point  is  that  anonymous  or  obviously  fictitious  accounts  should  not  be  opened. 
•  In  case  a  customer  is  acting  on  behalf  of  another  person,  then  identity  of  that  person  shall  be ascertained  and  relevant  documents/information  of  that  person  need  to  be  obtained  also. 
•  For  non-individual  customers  (e.g.  companies,  pension  funds,  government  owned  entities,  non-profit organizations,  foreign  companies/organizations)  additional  care  shall  be  taken  to  establish  the 
ownership  and  control  structure  of  such  an  organization  and  who  (i.e.  person(s))  actually  owns  the organization  and  who  manages  it.  It  shall  be  verified  that  the  person  who  represents  himself  as 
authorized  signatory  with  powers  to  open  and  operate  the  account  is  actually  authorized  by  the 
organization. 
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•  It  shall  be  ensured  that  accounts  of  Institutions/organizations/corporate  bodies  are  not  opened  in  the individual  name(s)  of  employee(s)/official(s).Because  of  sensitive  nature  of  public  sector  (government) entities  and  risk  of  potential  conflict  of  interest,  these  accounts  shall  not  be  opened  in  the  individual name  of  any  employee/official.  Any  such  account,  which  is  to  be  operated  by  an  officer  of  a  govt.  owned entity,  is  to  be  operated  by  an  officer  of  the  Federal/Provincial/Local  Government  in  his/her  official capacity,  shall  be  opened  only  on  production  of  a  special  resolution/authority  from  the  concerned administrative  department,  duly  endorsed  by  the  Ministry  of  Finance  or  Finance  Department  of  the concerned  Provincial  or  Local  Government. 

•  Sufficient  information  shall  be  obtained  and  documented  on  the  purpose  and  intended  nature  of 
account  to  be  opened  and  a  profile  shall  be  developed  based  on  results  of  customer  identification  and the  risk  assessment.  Information  regarding  intended  investment  plan  of  the  customer  must  also  be obtained  to  the  extent  possible  and  should  be  documented. 
•  Sufficient  information  shall  be  obtained  to  determine  the  expected  source  of  funding  for  the  account, particularly  whether  the  customer  shall  receiving/remitting  funds  in  foreign  currency. 
•  It  must  be  ensured  that  all  receipts  and  payments  to  the  customers  above  the  prescribed  threshold (i.e.  Rs.  25,000/-)  are  made  through  cross  cheques,  bank  drafts,  pay  orders  or  other  crossed  banking instruments.  For  exceptional  circumstances  where  it  shall  become  necessary  to  accept  cash  from  a customer,  reporting  of  such  instances  with  rationale  should  be  made  immediately  to  the  exchanges. 
•  Physical  presence  of  the  customer  at  the  time  of  opening  of  account  is  necessary.  In  case  of  off-shore customers  or  customers  in  cities  where  no  branch  exist,  appropriate  procedures  must  be  applied  to ensure  the  identification  of  customer  (e.g.  third  party  verification,  references  etc.).  When  obtaining confirmation  from  the  third  parties  in  different  jurisdictions,  it  must  be  considered  whether  that jurisdiction  is  following  the  FATF  recommendations. 

b.  Risk assessment of Customers 
•  Risk  assessment  must  be  performed  of  all  the  existing  and  prospective  customers  on  the  basis  of information  obtained  regarding  their  identity,  nature  of  income,  source  of  funding,  location  etc.  and based  on  the  results  of  such  assessment,  categorize  customers  among  high  risk,  medium  risk  and  low risk  customers. 
Following  are  general  broad  outline  of  factors  that  will  categorize  the  customers  into  high  risk  category: 

•  Non-resident  customers; 
[bookmark: Pg11]•  Legal  persons  or  arrangements  including  non-governmental  organizations;  (NGOs)/not-for-profit organizations  (NPOs)  and  trusts/  charities; 
•  Customers  belonging  to  countries  where  CDD  /  KYC  and  anti-money  laundering  regulations  are  lax  or  if funds  originate  or  go  to  those  countries; 
•  Customers  whose  business  or  activities  present  a  higher  risk  of  money  laundering  such  as  cash  based businesses; 

•  Customers  with  links  to  offshore  tax  havens; 

•  High  net  worth  customers  with  no  clearly  identifiable  source  of  income; 
•  There  is  reason  to  believe  that  the  customer  has  been  refused  brokerage  services  by  another brokerage  house; 

•  Non-face-to-face  /  on-line  customers; 
•  establishing  business  relationship  or  transactions  with  counterparts  from  or  in  countries  not sufficiently  applying  FATF  recommendations;  and 

•  Politically  Exposed  Persons  (PEPs)  or  customers  holding  public  or  high  profile  positions  Politically Exposed
  Persons  (PEPs)  are  individuals  who  are  or  have  been  entrusted  with  prominent  public  functions for  example
  senior  politicians,  senior  government,  judicial  or  military  officials,  senior  executives  of  state owned
  corporations,  important  political  party  officials.  Business  relationships  with  family  members  or close
  associates  of  PEPs  involve   reputational  risks  similar  to  those  with  PEPs  themselves.  The  definition is  not
  intended  to  cover  middle  ranking  or  more  junior  individuals  in  the  foregoing  categories. 
• Self-assessment  shall  be  conducted  for  money  laundering  and  terrorist  financing  risk,  identifying  and documenting  the  key  risks  presented  by  virtue  of  company's  business  model,  types  of  customers  and geographical  placement  on  case  to  case  basis. 
            c. Requirements under Clause 5(a) and 14(7) of AML Regulations 
As per Clause 5(a) of AML Regulations, its policy of the Company that M/s Zahid Latif Khan Securities (Pvt) Ltd will not develop any business relation with a regulated person who have business relationship with entities and/or individuals that are:
· Designated under the United Nation Security Council Resolutions and adopted by the Government of Pakistan;
· Proscribed under the Anti-Terrorism Act, 1997(XXVII of 1997;
· Associates/facilitators of persons mentioned in under the United Nation Security Council Resolutions and adopted by the Government of Pakistan and Proscribed under the Anti-Terrorism Act, 1997(XXVII of 1997.
As per Clause 14(7) of AML Regulations, its policy of the Company that M/s Zahid Latif Khan Securities    (Pvt) Ltd will monitor the relationships of the entities and individuals mentioned in sub-regulation (5a) of regulation 6, on a continuous basis and ensure that no such relationship exists directly or indirectly, through ultimate control of an account and where any such relationship is found, the M/s Zahid Latif Khan Securities    (Pvt) Ltd will take immediate action as per law, including freezing the funds and assets of such proscribed entity/individual and reporting to the Commission
d. New Products, Practice and Technologies
i. 	M/s Zahid Latif Khan Securities (Pvt) Ltd should have systems in place to identify and assess ML/TF risks that may arise in relation to the development of new products and new business practices, including new delivery mechanisms, and the use of new or developing technologies for both new and pre-existing products such as: 

1) electronic verification of documentation; 
2) data and transaction screening systems. 

ii. 	M/s Zahid Latif Khan Securities (Pvt) Ltd should undertake a risk assessment prior to the launch or use of such products, practices and technologies; and take appropriate measures to manage and mitigate the risks. 
iii. 	M/s Zahid Latif Khan Securities (Pvt) Ltd should have policies and procedures to prevent the misuse of technological development in ML/TF schemes, particularly those technologies that favour anonymity. For example, securities trading and investment business on the Internet, add a new dimension to M/s Zahid Latif Khan Securities (Pvt) Ltd activities. The unregulated nature of the Internet is attractive to criminals, opening up alternative possibilities for ML/TF, and fraud. It is not appropriate that RP should offer on-line live account opening allowing full immediate operation of the account in a way which would dispense with or bypass normal identification procedures. However, initial application forms could be completed on-line and then followed up with appropriate identification checks. The account, in common with accounts opened through more traditional methods, should not be put into full operation until the relevant account opening provisions have been satisfied. 
iv. 	To maintain adequate systems, M/s Zahid Latif Khan Securities (Pvt) Ltd should ensure that its systems and procedures are kept up to date with such developments and the potential new risks and impact they may have on the products and services offered by the M/s Zahid Latif Khan Securities (Pvt) Ltd. Risks identified must be fed into the RPs’ business risk assessment. 

e. Customer Due Diligence
To monitoring of accounts/transactions on ongoing basis M/s Zahid Latif Khan Securities (Pvt) Ltd should ensure that the transactions being conducted are consistent with the regulated person knowledge of the customer, the customer’s business and risk profile, including, the source of funds and, updating records and data/ information to take prompt action when there is material departure from usual and expected activity through regular matching with information already available with regulated person.

f.  Enhanced  Due  Diligence 
•  Once  a  customer  has  been  categorized  as  HIGH  RISK,  it  is  necessary  to  have  Enhanced  Due  Diligence (EDD)  when  dealing  with  such  a  customer.  Activities  and  transactions  of  HIGH  RISK  customers  shall  be monitored  and  any  unusual  transactions  shall  be  reported  in  suspicious  transaction  report. 

•  When  dealing  with  high-risk  customers,  including  Politically  Exposed  Persons  (PEP's),  senior management'
approval  shall  be  obtained  to  establish  business  relationships  with  such  customers.  The same  shall  also  apply
in  case  of  an  existing  customer  which  will  be  classified   as  high-risk  pursuant  to these  policies  or  which  will
be  subsequently  classified  as  a  result  of  ongoing  due  diligence.  Further, reasonable  measures  shall  be  taken  to
establish  the  source  of  wealth  and  source  of  funds. 

[bookmark: Pg12]•  If  it  will  be  not  possible  to  comply  with  the  above  requirements,  account  shall  not  be  opened  or 
business  relationship  shall  be  terminated,  as  the  case  may  be  and  suspicious  transaction  report  shall  be submitted. 
•  When  it  will  be  not  possible  to  identify  and  verify  the  identity  of  the  customer  and  the  beneficial owner  or  will  be  not  possible  to  obtain  adequate  information  regarding  the  purpose  and  intended nature  of  the  customer  relationship,  account  shall  not  be  opened,  customer  relationship  shall  not  be commenced  or  in  the  case  of  an  existing  customer  relationship  shall  be  terminated  and  filing  of  a Suspicious  Transaction  Report  shall  be  considered. 

g..  On-Going  Due  Diligence 
•  It  shall  be  ensured  that  on-going  Due  Diligence  on  the  customer  relationship  and  scrutiny  of transactions  is  undertaken  to  ensure  that  the  transactions  executed  in  a  particular  account  are consistent  with  the  company's  knowledge  of  the  customer,  its  business  and  risk  profile,  historical pattern  of  transactions  and  the  pattern  and  source  of  funding  of  the  account. 
•  It  shall  be  ensured  that  the  customers'  records  are  updated  at  regular  intervals  and  sufficient information  is  obtained  regarding  any  significant  change  in  the  customers'  profiles. 

h.  Simplified  Due  Diligence 

CDD  measures  shall  be  simplified  or  reduced  in  the  following  circumstances: 
•  Risk  of  money  laundering  or  terrorist  financing  is  lower 
•  Information  on  the  identity  of  the  customer  and  the  beneficial  owner  of  a  customer  is  publicly available 
•  Adequate  checks  and  controls  exist 
Following  customers  may  be  considered  for  simplified  or  reduced  CDD: 
•  Financial  institutions  which  are  subject  to  requirements  to  combat  money  laundering  and  terrorist financing  consistent  with  the  FATF  Recommendations  and  are  supervised  for  compliance  with  those controls 
•  Public  companies  that  are  subject  to  regulatory  disclosure  requirements 

•  Government  administrations  or  enterprises 
 
[bookmark: Pg13]•  When  opting  for  simplified  or  reduced  due  diligence,  the  FATF  guidelines  in  this  regard  shall  be 
consulted.  Simplified  CDD  shall  not  be  followed  when  there  is  an  identified  risk  of  money  laundering  or terrorist  financing. 

i.  Compliance  Function 

•  A  compliance  function  shall  be  established  with  suitable  human  resource  and  MIS  reporting 
capabilities,  enabling  it  to  effectively  monitor  the  customers'  transactions  and  make  timely  reports. 

•  The  Head  of  Compliance  function  shall  have  skills  and  experience  necessary  for  satisfactory 
performance  of  functions  assigned.  Head  of  Compliance  shall  be  independent  and  report  directly  to  the Board  of  Directors. 
•  The  Compliance  function  shall  ensure  compliance  with  the  requirements  of  these  policies  as  well  as other  regulatory  requirements  applicable  under  the  relevant  legal  framework.  A  record  shall  be maintained  of  all  violation/  non-compliance  identified  and  reported  to  the  BoD  and  must  be  available for  the  inspection  of  SECP  as  and  when  required. 

j.  Data  Retention 
•  It  shall  be  required  to  maintain  the  relevant  documents  obtained  through  the  application  of  KYC/CDD procedures,  especially  those  pertaining  to  identification  of  the  identity  of  a  customer,  account  files  and correspondence  exchanged  for  a  minimum  period  of  five  years. 

k.  Training  and  Employee  Screening 
•  Appropriate  on-going  employee  training  program  and  knowledge  refreshment  shall be  arranged  for relevant employees on annual basis, in order to effectively implement the regulatory requirements and regulated person own policies and procedures relating to AML/ CFT. The employees training shall enable them to understand new developments, money laundering and financing of terrorism techniques, methods and trends. The employees training shall enable them to understand new developments, money laundering and financing of terrorism techniques, methods and trends.

•  Staff  shall  be  hired  with  extra  care  and  all  possible  screening  measures  shall  be  taken  including 
independent  inquiries,  information  from  previous  employers/colleagues  etc.  Further,  screening  process shall  be  an  on-going  exercise  and  shall  be  applied  consistently  to  ensure  that  employees,  particularly those  working  at  sensitive  positions,  meet  and  maintain  high  standards  of  integrity  and  professionalism. 
•  Any  information  concerning  customers  and  their  transactions  shall  be  provided  to  the  exchanges, Financial  Monitoring  Unit  or  the  Commission  as  and  when  required. 
All  requirements  of  Anti  Money  Laundering  Act,  2010  as  applicable,  including  the  requirement  to  file Suspicious  Transaction  Reports  and  any  directives,  circulars,  guidelines  issued  in  this  regard  by  Federal Government,  Financial  Monitoring  Unit  and  SECP  shall  be  complied. 
[bookmark: Pg14]A  checklist  has  been  developed  and  annexed  to  these  policies  and  procedures.  Details  of  necessary documents,  information  and  procedures  required  to  be  obtained/followed  have  been  incorporated therein.  Further,  necessary  documents/information  required  have  also  mentioned  in  relevant  account opening  forms  and  are  not  reproduced  herein  to  avoid  repetition. 
All  relevant  laws/regulations/recommendations/guidelines/directives  of  relevant  authorities  (e.g.  SECP, FATF  etc.)  are  available  separately. 
l.  Currency Transaction Reporting (STRs/CTRs)
It is the Policy of M/s Zahid Latif Khan Securities (Pvt) Limited to report all cash transaction to Financial Monitoring Unit (FMU) on a prescribed format under Section 2(C) of AML Act 2010 and Section 5 of AML Regulations 2015, according to which, a CTR is a report on currency transaction of such an amount as may be specified by the National Executive Committee by notification in the official Gazette.
The transactions, which are out of character, are inconsistent with the history, pattern, or normal operation of the account or are not commensurate with the level of income of a customer shall be viewed with suspicion, be properly investigated and referred to Compliance Officer for possible reporting to FMU under the AML Act

[bookmark: _GoBack]m.      Type of Customer

	S#
	Type of Customer
	Information Required
	Documents Required

	1
	Individual,  Sole proprietorship
	•   Name  and  Father's  Name
•   Address
• 	Telephone  Number(s)
•	  Source  of  Income
•  Nationality  &  NTN
• 	Guardian  name  (if  Applicable)
	•   Copy  of  CNIC  or  passport  or  attested
     copy  of  B  form  in  case  of  minor
•   Detail  of  Business/Employment  Proof
•   Zakat  Exemption  Certificate  (If applicable)
•   Guardian  Certificate  (If  Applicable)

	2
	Partnership
	•  Name  of  Partnership  Entity
•  	Names  of  Partners
•  	Father's  Name  of  partner
• 	Address  of  Partnership  entity
• 	Telephone  Number(s)
	•   Copy  of  CNIC/Passport  of  all  partners
•   Copy  of  CNIC  of  authorized  signatories
•   List  of  Authorized  signatories  along with
     power  of     attorney
•   Resolution  authorizing  investments
•   Copy  of  latest  financials  of  partnership

	3
	Companies  and Corporate
	•   Name  of  Company  and  its  Directors
•   Registered  Address
•  Telephone  Number(s)
•	  Contact  persons
•	  Registered  number  &  NTN
	•   Copy  of  CNIC/Passport  of  all  Directors
•   Audited  Accounts  of  the  company
•   Memorandum  and  Article  of Association
•   Board  Resolution  authorizing investments
•   Certificate of Incorporation/
    Commencement of   business
• 	List  of  Authorized  Signatories  along with  copy
    of  CNICs.




